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INFORMATION SECURITY POLICY

- Ensuring the confidentiality and integrity of PRYSMIAN's own and PRYSMIAN's customers’ information,
- Providing the infrastructure for guaranteeing sustainability of PRYSMIAN's business processes,
- Taking physical and logical security measures as appropriate for the value of the possessed information,

- Appointing availability and accessibility rights on “needs to know" basis and preventing unauthorized accessed in
order to provision the access to information,

- Considering security requirements while developing software,

- Protecting Information Assets against viruses, harmful codes and cyber-attacks that might originate from
outside of PRYSMIAN,

- Developing an intervention process against information security incidents,

- Providing information security trainings to employees and building information security awareness,
- Complying with laws and regulations,

- Ensuring that stakeholders also comply with PRYSMIAN's Information Security Policies,

- Constantly improving Information Security Management System,

constitute PRYSMIAN's information security policy, which is a commitment to ensure the applicable conditions
towards information security.




